Document Checklist Schedule 
This schedule may assist parties to answer the questions in the Document Checklist referred to in the Practice Direction 10 of 2011 “Use of Technology for the Efficient Management of Documents in Litigation”. If the parties require clarification they are encouraged to contact the eTrials Registrar. 
Parties should consider whether to apply under rule 224 UCPR for relief from the obligation/duty to make full disclosure having regard to (a) the number of documents involved; (b) the nature and complexity of the proceedings; (c) the ease and expense of retrieval of any particular document; (d) the availability of documents or contents of documents from other sources; and (e) the significance of any document likely to be located during the search.
Further information may come to parties’ attention over the course of the proceedings which may affect their earlier answers to this Checklist. Where detailed information is not available at the time the Checklist is completed, parties should give such information as they can, and supplement or amend their answers when further information is available. 
This checklist applies to paper and electronic documents. 
Preserving Documents

1. Is there a document retention policy in place?
2. Has an instruction relating to the preservation of potentially disclosable documents been issued? 
Date ranges and custodians
3. Identify the custodians (i.e. authors) whose document repositories you propose to search and the Relevant Date Ranges.
	Custodian / Author Name 
	Role and Organisation 
	Relevant Date Range 
	Repositories (e.g. paper or electronic diaries, paper or electronic files from desktops, laptops, PDAs, emails, mobile phones etc) and geographic location.  

	
	
	
	


Electronic Documents used for communication (email etc) 
4. Which categories of electronic communication were used during the Relevant Date Range?
	Communication Category
	Do you propose to search this category and if so, for which custodians and date ranges? 
	Electronic Format (e.g. Creating Software  Application Name and Version) 
	In what geographic location and on which computers or devices is this communication stored? (e.g. central servers, local hard drives etc) 
	In what format do you propose to collect and exchange these Documents?

	E-mail 
	
	· MS Outlook 2003 (PST) files

· MS Outlook 2007  (PST) files

· MS Outlook 2010 (PST)

· Lotus Notes v 7 (NSF files) 
· Groupwise 
· Gmail or Hotmail (web mail) 

· Yahoo (web mail) 

· Apple Macintosh 

· Thunderbird
· Other..  
	
	· MSG

· PDF

· Tiff

· Text 

· Rendered HTML 
· Other.  Please give details ..................................................................

	Instant Messaging
	
	· MSN

· Skype 

· Gmail
· Other.. 
	
	

	Text Messaging 
	
	· SMS

· MMS
· Other.. 
	
	

	Voice Mail
	
	
	
	

	Recorded phone calls 
	
	
	
	

	Social Networking Content
	
	· Facebook
· mySpace

· Twitter

· Other..
	
	


Other Electronic Documents 
5. Apart from the communication documents identified above, what other forms of Electronic Documents were created or used by the parties during the date range?   (Some of these may also be attached to emails). 
	Electronic Document Type
	Indicate software, version and file format of those documents you propose to include in your searches?
	In what format do you propose to collect and exchange these Documents?

	Word-processing Documents (including those attached to emails) 
	· Microsoft Word 6.0/95/97/2000/XP (.doc and .dot) 

· Microsoft Word 2003 XML (.xml) 

· Microsoft Word 2007/2010 XML (.docx, .docm, .dotx, .dotm) 

· Microsoft WinWord 5 (.doc) 

· WordPerfect (.wpd) 

· .rtf, .txt, and .csv 

· OpenOfficeWriter (odf, pdf, doc) 

· Other; please provide details ........................................
	· Native format (e.g. doc, docx) 

· PDF 

· Tiff 

· Native unless redacted in which case PDF or Tiff will be provided 



	Spreadsheets (including those attached to emails)  

	· Microsoft Excel 4.x–5.0/95/97/2000/XP (.xls, .xlw, and .xlt) 

· Microsoft Excel 2003/2007/2010 XML (.xlsx, .xlsm, .xltx, .xltm) 

· Lotus 1-2-3 (.wk1, .wks, and .123) 

· CSV 

· OpenOffice Calc (odf, pdf, xls) 

· Other; please provide details ........................................
	· Native format (e.g. xls) 

· PDF

· Tiff 
· Only Redacted Spreadsheets will be provided in pdf or tiff images

	Images (searchable and unsearchable)
	· All common formats (e.g. jpeg, gif, tiff, bmp etc)
· Portable Document Format (“PDF”) 
· Other; please provide details ........................................ 
	Images containing text which is unsearchable will be provided in the following format:- 
· Native image format  (they will therefore be unsearchable in the hands of the recipient until they are OCR’d)  

· Native image format alongside text extracted through an OCR process 

· Native image format alongside text extracted through an OCR process except for documents which have been redacted which will not be OCR’d at all 

· Native image format alongside text extracted through an OCR process for all unredacted text 

· Other.  Please give details ..............................................................................

	Presentations 
	· Microsoft Powerpoint 2003/2007/2010

· OpenOffice Impress

· Other; please provide details ........................................ 
	

	Video Files 
	· All common formats (e.g. mp4, avi, gp3 etc)

· Other; please provide details ........................................
	· 

	Audio Files 
	· All common formats (e.g. mp3, wma, wav etc)

· Other; please provide details ........................................
	· 

	Other7 (e.g. CAD, Web Pages etc) 
	    Please provide details ........................................
	


Paper documents

6. In what format do you propose to collect and exchange paper documents? 

· Scanned images of paper documents 

· Where scanned images will be produced, do you propose to use Optical Character Recognition (OCR) software to convert them to a format which is searchable? 
· Paper photocopies (note that this may give rise to inefficiencies and additional costs in the course of the proceedings)
Complex Electronic Document categories

7. How do you propose to deal with any potentially disclosable documents in the following categories
? 
	Category 
	Do not identify (i.e. ignore) them 
	Identify them and try to open or extract them 
	Identify them but do not try to open or extract them 

	Password Protected Documents
	· 
	· 
	· 

	Encrypted Documents 
	· 
	· 
	· 

	Compressed Documents (e.g. zip, rar files containing other files) 
	· 
	· 
	· 

	Documents Embedded within Microsoft Office Files
	· 
	· 
	· 

	Documents Embedded within non Microsoft Office Files
	· 
	· 
	· 


Metadata 

8. Have you considered how you will deal with any metadata
 contained within any documents to be exchanged?

· Yes

· No

Duplicates 

9. Do you intend to remove duplicates from your document collection? 

· Yes

· No
10. If yes, then what method of duplicate detection are you proposing to use? 
· MD5# values for individual files and attachments 

· MD5# but detect duplicates at an email host-attachment family level (recommended)
 

· Other.  Please provide details and rationale: ....................................................................................................................

Databases containing Electronic Documents
11. What databases in use within the Relevant Date Range(s) are you proposing to search?
	Database Name and Description
	Database Software Name and Version 
	Describe the sort of information you are hoping to find in this database and its potential relevance 
	Describe the proposed method of access and exchange for this information and likely costs involved in the exercise 

	
	· Oracle 10i 

· Oracle 11g

· MS Access 2003

· MS Access 2007 

· mySQL 

· IBM DB2

· Open Office Base

· Other.  Please provide details.........................
	
	· Queries and reports already available within the database application will be generated 

· Custom queries and reports will be designed to extract the information 




Locations of documents 
12. If any of the locations where documents are located is outside the jurisdiction, are there any unique requirements to consider (e.g. Data Protection or Privacy legislation)?
Back ups and srchives 
13. Are there any electronic or paper based back ups or archives available for the Relevant Date Range which may contain relevant Documents? 
· No 

· Yes

If Yes, 
Please describe how they will be used...................................................................................   
Has this been agreed between the parties and approved by the Court? ..........................................................................    

Searching Electronic Documents 

14. Do you propose to use keywords or other search techniques during disclosure? 

· No.  
· Yes.   
If Yes, 
Please describe how they will be used...................................................................................   
Has this been agreed between the parties and approved by the Court? ..........................................................................    

Likely costs 
15. What are the likely costs associated with the proposed strategy outlined in the Checklist answers you have provided above? 

Potential problems with the extent of search and accessibility of documents

16. In light of the above responses do you consider your approach to be reasonable in the circumstances and consistent with rule 5 of the UCPR? 
· No.   Please reconsider your responses until you can answer Yes to this question. 

· Yes. 

Media  to be used for exchange  

17. Do you propose to exchange documents electronically? 
· No 

· Yes

18. If Yes, indicate the media format you propose to use for exchange purposes 

· USB 

· Portable Hard Drive 

· FTP Site 

· Other.   Please provide details...............................................................................................................................................................................
Note : Email transmission will usually be an impractical document exchange medium for anything but the smallest of data collections. 

Document Management Protocol for exchange of documents? 
19. Which document management protocol do you propose to use to exchange your Documents: 
· Alternative schedule to Form 19 Spreadsheet

· Other.  Please give details and rationale...............................................................................................................,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,   

� For further information, see http://webarchive.nationalarchives.gov.uk/+/http://www.justice.gov.uk/civil/procrules_fin/contents/practice_directions/pd_part31b.htm#f1010


� ‘Metadata’ comprise information about the document or file which is recorded in the computer, such as the date and time of creation or modification of a word-processing file, the author and the date and time of sending of an e-mail, the history of tracked changes in a wordprocessing document and formulae contained within spreadsheets. 


� For example – where two documents attached to separate emails contain the same MD5# value they will not be treated as duplicates unless they also have the same email hosts.  This ensures that the communication context is considered when de-duplicating emails and their attachments.   





As at 21 November 2011


